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infrastructure



Central Management Station genucenter

 In Charge of Secure Digital 
 Infrastructures with genucenter

The Central Management Station genucenter enables 
you to inventory, configure, continuously monitor, and 
manage the security solutions from genua via a uniform 
GUI or via an API. 

The basis is a tree structure of all products used, 
including the role-based assignment of administration 
rights. This overview allows you to keep an eye on the 
status of the IT security infrastructure from various 
perspectives at all times. It ensures that all systems 
are always up-to-date and running flawlessly. In addition 
to basic maintenance tasks such as software updates, 
further policy configuration modules are available for 
various product segments:

• VPN
• Mobile Work
• Remote Maintenance
• Firewalls & Gateways
• Diodes

 All Advantages at a Glance

Central role-based 
administration of the solutions 

from genua

Integration in customer 
environments thanks to 

numerous interfaces

Systematic implementation 
of security policies

Scalable, highly available 
management architecture

Easy administration of 
grouped security systems

Multi-client capable solution

genucenter also enables the capturing of logs and status 
information as well as real-time statistics for individual 
systems. Various interfaces are provided for integration 
into existing monitoring systems. 
 
This enables you to implement security policies 
consistently throughout the entire network. Organi- 
zations that reinforce their IT security with additional 
solutions can easily integrate these in the Central 
Management Station and provide them with proven 
configurations.

You can obtain more information and advice here: 
www.genua.eu/genucenter

https://www.genua.eu/genucenter


 Less Effort, More Security

Your IT security systems must be supported and 
configured continuously. Using the Central Management 
Station pays off: the administrative effort is reduced 
while the security level improves. 

The more complex your network, the greater your 
advantages. But even the administrators of small 
networks will definitely be relieved of numerous tasks 
by centrally managing the security systems – that, 
they can be sure of!

 Conveniently Administrate 
 Complex Networks 

The desired structuring of rights can be hierarchically 
mapped in the management system. This domain 
concept is a key feature of genucenter. 
 
You can define individual permissions based on roles 
and users and you can assign them to different areas, 
systems, and user groups. Using this tree structure, 
inherited configurations can be conveniently applied 
to many appliances – this saves administrative efforts, 
especially in the case of complex VPN configurations.

Central management with genucenter

 The management of IT security products is a complex 
 task: genucenter makes it easy to get going and  
provides transparency. It seamlessly fits into uniform  
environments and enables secure IT infrastructures.



 Scalability through Flexible 
 Architecture and Interfaces

No matter to what extent your genua infrastructure 
grows: genucenter protects your investment thanks 
to its modular scalability. 

Various cluster modes guarantee availability or increase 
the number of simultaneous operations. Rollouts and 
routine operations can be performed flexibly at multiple 
locations thanks to the Deployment Server. Numerous 
interfaces enable the integration of third-party solu-
tions. This includes, among other things, external user 
management, external log and SIEM solutions as well as 
automatable configuration changes via the genucenter 
REST API.

 Central Management Station 
 for Your Security Systems

The genua security solutions can be configured, 
administrated and continuously monitored using the 
standardized GUI of the Central Management Station. 
Thanks to this overview, it is easy to stay on top of your 
IT security and make sure all systems are up-to-date 
and running flawlessly. You can thus consistently 
implement your policies in the entire network.

 Distribute Tasks with Multi-Client 
 Capable Solution

genucenter can handle multiple clients, which means 
that you can assign your administrators specific areas 
of responsibility. By means of a changelog, it is possible 
to determine who made what change and when they 
made it.

IT service providers that support several customers 
create these as clients. Providers can thereby 
manage numerous security systems located at various 
customers via the Central Management Station. The 
customers, in turn, are able to monitor all support work 
performed in their network via the genucenter’s revisor 
access.

Full control over IT security with genucenter

 genua – Excellence in Digital Security

genua develops innovative, reliable as well as 
market-shaping products and solutions. Whether 
in the public sector, for the operators of critical 
infrastructures, in industry or in the protection of 
classified information: we provide answers to the  
IT security challenges of today and of tomorrow.

 Reasons Why

• Experts for the IT security of companies and 
 public organizations 
 
• Offer of a comprehensive, modular IT security 
 portfolio

• Quality without compromise for all products, 
 services, and processes

Interested? Contact us: 
+49 89 991950-902 or sales@genua.de

Further information:
www.genua.eu/genucenter 
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